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YET, THE EUROPEAN COMMISSION IS CONSIDERING
NON-EU CLOUD VENDORS

THAT WOULD EXCLUDE

DISCRIMINATORY EU CLOUD REQUIREMENTS
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CYBERSECURITY
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CYBER CRIMINALS KNOW
NO BORDERS

ldentifying and mitigating
global threats therefore

requires state-of-the-art,
global solutions

CLOUD PROTECTIONISM
WOULD ISOLATE EUROPE

Paradoxically weakening
cybersecurity

EUCS WOULD MAKE IT
VERY DIFFICULT FOR EU
ORGANISATIONS TO:

Implement widely
@ recognised
cybersecurity practices

Adopt the latest
@ security technologies
and global standards

Provide 24/7 highly-
@ skilled customer
support e.g. intrusion

monitoring
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